Oświadczenie Wnioskodawcy o rezultatach realizacji projektu

W związku z ubieganiem się o przyznanie dofinansowania w ramach Programu Fundusze Europejskie dla Świętokrzyskiego 2021-2027 na realizację projektu

………………………………………………………………………………………………

(Tytuł projektu)

1. Oświadczam, że w wyniku realizacji projektu w podmiotach[[1]](#footnote-1):

………………………………………………………………………………………………

które zadeklarowały realizację zadania należącego do zakresu, którego dotyczy kryterium, w wyniku realizacji projektu, po zakończeniu jego realizacji zadania zlecenia procedur medycznych (badań, konsultacji, podania leków) oraz przekazanie wyników tych procedur personelowi medycznemu będą w całości realizowane w systemach teleinformatycznych (np. w systemie szpitalnym HIS, gabinetowym, laboratoryjnym LIS, radiologicznym RIS, farmaceutycznym PIS, kardiologicznym, CIS).

Podmiot, który będzie realizował przedmiotowy zakres musi zadeklarować osiągnięcie wskaźnika rezultatu: Odsetek zleceń procedur medycznych oraz ich wyników przekazywanych personelowi medycznemu w całości w systemach teleinformatycznych na poziomie 80%.

1. Oświadczam, że w wyniku realizacji projektu w podmiotach[[2]](#footnote-2):

………………………………………………………………………………………………

które zadeklarowały realizację zadania należącego do zakresu, którego dotyczy kryterium, w wyniku realizacji projektu, po jego zakończeniu ponad 90% obrazów medycznych (DICOM, nie-DICOM) oraz wyników badań laboratoryjnych, które zostały wytworzone po zakończeniu jego realizacji będzie gromadzona i przechowywana w systemie teleinformatycznym będącym jego produktem. Dane te muszą być powiązane z danymi pacjenta oraz zdarzeniami medycznymi w ramach, których zostały zrealizowane. Ww. informacje muszą być udostępniane w systemie teleinformatycznym wszystkim uprawnionym do tego uczestnikom procedur medycznych dot. pacjenta.

Podmiot, który będzie realizował przedmiotowy zakres musi zadeklarować osiągnięcie odpowiedniego wskaźnika rezultatu na poziomie większym niż 90% (wskaźnik rezultatu: Odsetek obrazów medycznych oraz wyników badań laboratoryjnych gromadzonych i przechowywanych w systemie teleinformatycznym).

1. Oświadczam, że w wyniku realizacji projektu w podmiotach[[3]](#footnote-3):

………………………………………………………………………………………………

które zadeklarowały realizację zadania należącego do zakresu, którego dotyczy oświadczenie, w wyniku realizacji projektu, po jego zakończeniu ponad 90% wyników badań laboratoryjnych (m.in. biochemia kliniczna, mikrobiologia, badania molekularne) będzie przechowywanych w formie ustrukturyzowanych danych, które można wykorzystać w ramach analiz niezbędnych do podejmowania decyzji klinicznych.

Podmiot, który będzie realizował przedmiotowy zakres musi zadeklarować osiągnięcie odpowiedniego wskaźnika rezultatu na poziomie większym niż 90% (wskaźnik rezultatu: „Odsetek wyników badań laboratoryjnych przechowywanych w formie ustrukturyzowanych danych, które można wykorzystać w ramach analiz niezbędnych do podejmowania decyzji klinicznych”).

1. Oświadczam, że w wyniku realizacji projektu w podmiotach[[4]](#footnote-4):

………………………………………………………………………………………………

które zadeklarowały realizację zadania należącego do zakresu, którego dotyczy oświadczenie, w wyniku realizacji projektu, po jego zakończeniu w procesie zarządzania podawaniem leków będą wykorzystywane interaktywne alerty, zapewniające bezpieczeństwo podawania leków (np. zduplikowane zlecenia, interakcje leków, nieprawidłowe dawki itd.).

Podmiot, który będzie realizował przedmiotowy zakres musi zadeklarować, że w procesie zarządzania podawaniem leków będą wykorzystywane interaktywne alerty, zapewniające bezpieczeństwo podawania leków (np. zduplikowane zlecenia, interakcje leków, nieprawidłowe dawki itd.).   
Podmioty wykonujące działalność leczniczą będą gromadzić dane o wszystkich produktach leczniczych podanych pacjentowi w trakcie udzielania świadczeń wraz z dawką i czasem podania.  
(wskaźnik rezultatu: „Ilość oddziałów szpitalnych, w których gromadzone są dane o wszystkich produktach leczniczych podanych pacjentowi w trakcie udzielania świadczeń wraz z dawką i czasem podania oraz wykorzystywane są interaktywne alerty, zapewniające bezpieczeństwo podawania leków (np. zduplikowane zlecenia, interakcje leków, nieprawidłowe dawki itd.)”).

1. Oświadczam, że w wyniku realizacji projektu w podmiotach[[5]](#footnote-5):

……………….…………………………………………………………………………………..

które zadeklarowały realizację zadania należącego do zakresu, którego dotyczy oświadczenie:

1. Podmioty wykonujące działalność leczniczą będą posiadały system informatyczny zgodny z wymaganiami art. 8b USIOZ i będzie on za jego pomocą:
   1. gromadził jednostkowe dane medyczne;
   2. tworzył EDM;
   3. udostępniał EDM;
   4. udostępniał obrazy medyczne w formacie plików DICOM;
   5. identyfikował się i wymieniał jednostkowe dane medyczne.
2. W/w system będzie zintegrowany z innymi systemami e-zdrowia: zgodnie z Polską Implementacją Krajową HL7 CDA, profilami IHE, standardami, o których mowa w art. 8b USIOZ, zamieszczonymi w Biuletynie Informacji Publicznej ministra właściwego do spraw zdrowia i na stronie www.ezdrowie.gov.pl oraz zgodnie z rekomendacjami Rady ds. Interoperacyjności.
3. Oświadczam, że w wyniku realizacji projektu w podmiotach[[6]](#footnote-6):

………………………………………………………………………………………………

które zadeklarowały realizację zadania należącego do zakresu, którego dotyczy oświadczenie, w wyniku realizacji projektu, system teleinformatyczny usługodawcy będzie umożliwiał (upoważnionym pracownikom medycznym) pobranie EDM pacjenta wytworzonej w innych podmiotach wykonujących działalność leczniczą.

1. Oświadczam, że w wyniku realizacji projektu w podmiotach[[7]](#footnote-7):

………………………………………………………………………………………………

które zadeklarowały realizację zadania należącego do zakresu, którego dotyczy oświadczenie, w wyniku realizacji projektu, zostaną określone zasady oraz procedury dotyczące przepływu danych medycznych w podmiocie, w tym m.in. zasady skanowania danych przy łóżku pacjenta (skanowania z wykorzystaniem czytników kodów kreskowych/QR).

1. Oświadczam, że w wyniku realizacji projektu w podmiotach[[8]](#footnote-8):

………………………………………………………………………………………………

które zadeklarowały realizację zadania należącego do zakresu, którego dotyczy oświadczenie, w wyniku realizacji projektu:

1. Komórki organizacyjne, jednostki, podmioty będą gromadzić, przetwarzać (agregować) i udostępniać w postaci analiz i raportów informacje opisujące efektywność finansową oraz jakość działalności podstawowej (medycznej) procesu leczenia
2. Analizy i raporty uzyskane za pomocą systemu będą służyły do zarządzania jakością i efektywnością
3. Odbiorcami analiz i raportów będą:
   1. personel medyczny monitujący skuteczność leczenia pacjentów
   2. kadra zarządzającej podmiotem leczniczym
   3. podmioty tworzące, nadzorujące działanie podmiotów podległych.
4. Oświadczam, że w wyniku realizacji projektu systemy teleinformatyczne świadczeniodawcy zapewnią dwuskładnikowe uwierzytelnienie wszystkich użytkowników.
5. Oświadczam, że w wyniku realizacji projektu w pomiotach, w których jest budowany lub modernizowany, w ramach tego projektu, system informatyczny:

Firewall pozwoli analizować przesyłane pakiety pod względem ich treści wraz z wdrożeniem w infrastrukturze teleinformatycznej świadczeniodawcy przez osobę posiadającą kompetencje z zakresu bezpieczeństwa sieci. Zostaną spełnione wszystkie poniżej wymienione warunki:

1. Zostaną wykonane zewnętrzne skany podatności, które wykażą brak podatności krytycznych oraz które mogą doprowadzić do incydentu poważnego w rozumieniu ustawy z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczeństwa (Dz. U. z 2022 r. poz. 1863, z późn. zm.)
2. Wnioskodawca jest zobowiązany do utwardzania konfiguracji do momentu uzyskania wskazanego efektu
3. Wyeliminowanie podatności musi być potwierdzone przez audyt bezpieczeństwa.
4. Oświadczam, że w wyniku realizacji projektu:
5. W każdym z podmiotów biorących udział w projekcie zostanie opracowany mechanizm służący do: zapewnienia bezpieczeństwa danych na każdym etapie cyklu życia usługi; zapewnieniu ochrony danych osobowych, w tym danych podlegających szczególnej ochronie; zachowaniu tajemnic prawnie chronionych
6. Podmiot wykonujący działalność leczniczą będzie miał wdrożony system zarządzania bezpieczeństwem informacji opracowany i wdrożony na podstawie Polskiej Normy PN-ISO/IEC 27001 i ciągłością działania
7. W każdym z podmiotów biorących udział w projekcie zapewnione zostanie utrzymanie systemem zarządzania bezpieczeństwem
8. Nadzór nad systemem zarządzania bezpieczeństwem będzie sprawowany przez osobę, której zakres obowiązków nie budzi konfliktu interesów.
9. Oświadczam, że:
10. Każdy podmiot biorący udział w projekcie po jego zakończeniu będzie posiadał system kopii zapasowych, który umożliwi w przypadku całkowitego fizycznego zniszczenia systemu podstawowego odzyskać pełną jego funkcjonalność wraz z danymi w nim przetwarzanymi w środowisku zapasowym
11. Każdy podmiot biorący udział w projekcie po jego zakończeniu będzie posiadać opisany procedurą stanowiącą element dokumentacji bezpieczeństwa proces odzyskiwania systemu i danych
12. Sposób zabezpieczenia i przechowywania kopii systemów oraz danych gwarantuje ich bezpieczeństwo w przypadku całkowitego zniszczenia siedziby podmiotu (np. pożar) lub niszczącego ataku hakerskiego (np.: zaszyfrowanie wszystkich danych znajdujących się na nośnikach osiągalnych poprzez sieć komputerową podmiotu)
13. Zakończenie projektu zostanie poprzedzone po przeprowadzeniu audytu systemu kopii zapasowej. Warunkiem koniecznym uznania, że projekt został zakończony z sukcesem, będzie wynik w/w audytu potwierdzający utworzenie odmiejscowionej kopii zapasowej i odtworzenie z niej kompletnego systemu oraz wykonanej dokumentacji bezpieczeństwa.
14. Oświadczam, że w wyniku realizacji projektu wszystkie podmioty biorące w nim udział będą posiadały lub użytkowały:
15. System poczty elektronicznej eksploatowany w podmiocie biorącym udział w projekcie wraz z systemem bezpieczeństwa będzie miał zaimplementowane mechanizmy SPF, DMARC, DKIM, antyspam oraz ochronę antywirusową
16. Warunkiem koniecznym uznania, że projekt został zakończony sukcesem będzie pozytywny wynik audytu systemu poczty elektronicznej, który potwierdzi skuteczność wdrożenia SPF, DMARC, DKIM, antyspam oraz ochronę antywirusową.
17. Oświadczam, że wszystkie podmioty biorące udział w projekcie:
18. Zaplanowały wdrożenie systemu Endpoint Detection and Response na stacjach roboczych i serwerach[[9]](#footnote-9) lub posiadają już wdrożony
19. Przeprowadzą audyt systemu Endpoint Detection and Response, zainstalowanego na wszystkich stacjach roboczych oraz serwerach, który potwierdzi prawidłowość wdrożenia systemu.
20. Oświadczam, że jednym z warunków koniecznych uznania, że projekt został zrealizowany będzie przeprowadzenie na zakończenie projektu skanów podatności oraz testów penetracyjnych wewnętrznych systemów usługodawców i uzyskanie wyników potwierdzających ich odporność, utwardzenie we wszystkich podmiotach biorących w nim udział.  
    W wyniku powyższych działań zostaną przeprowadzone konfiguracje, mające na celu usunięcie wykrytych podatności (utwardzenie systemów).
21. Oświadczam, że projekt zapewnia zgodność z poniżej wymienionymi narodowymi standardami cyberbezpieczeństwa we wszystkich podmiotach biorących w nim udział:
22. NSC 200, Minimalne wymagania bezpieczeństwa informacji i systemów informacyjnych podmiotów publicznych
23. NSC 800-53, Zabezpieczenia i ochrona prywatności systemów informacyjnych oraz organizacji.
24. Oświadczam, że we wszystkich podmiotach biorących udział w projekcie:

ustanawianie zabezpieczeń, zarządzanie ryzykiem oraz audytowanie będzie odbywało się na podstawie Polskich Norm związanych z tym obszarem dziedzinowym, w tym:

1. PN-ISO/IEC 27002 - w odniesieniu do ustanawiania zabezpieczeń
2. PN-ISO/IEC 27005 - w odniesieniu do zarządzania ryzykiem.
3. Oświadczam, że w wyniku realizacji projektu w podmiotach[[10]](#footnote-10):

………………………………………………………………………………………………

które zadeklarowały realizację zadania należącego do zakresu, którego dotyczy oświadczenie,

jest zgodny z Dyrektywą Parlamentu Europejskiego i Rady (UE) 2019/1024 w sprawie otwartych danych i ponownego wykorzystania informacji sektora publicznego.

**Jestem świadomy/świadoma odpowiedzialności karnej za złożenie fałszywych oświadczeń.**

**Osoba uprawniona do złożenia oświadczenia w imieniu Wnioskodawcy:**

Imię i nazwisko: ……...…………………………………………………………………..........

Stanowisko: ……………………………………………………………………………………

Data: ……….…………………………………...

Kwalifikowany podpis elektroniczny ………………………………………………………….

1. Wymienić podmioty, które zadeklarowały realizację przedmiotowego zakresu. W przypadku, gdy żaden z podmiotów nie zadeklarował realizacji zakresu, którego dotyczy oświadczenie w pole należy wpisać: „nie dotyczy” [↑](#footnote-ref-1)
2. Wymienić podmioty, które zadeklarowały realizację przedmiotowego zakresu. W przypadku, gdy żaden z podmiotów nie zadeklarował realizacji zakresu, którego dotyczy oświadczenie w pole należy wpisać: „nie dotyczy” [↑](#footnote-ref-2)
3. Wymienić podmioty, które zadeklarowały realizację przedmiotowego zakresu. W przypadku, gdy żaden z podmiotów nie zadeklarował realizacji zakresu, którego dotyczy oświadczenie w pole należy wpisać: „nie dotyczy” [↑](#footnote-ref-3)
4. Wymienić podmioty, które zadeklarowały realizację przedmiotowego zakresu. W przypadku, gdy żaden z podmiotów nie zadeklarował realizacji zakresu, którego dotyczy oświadczenie w pole należy wpisać: „nie dotyczy” [↑](#footnote-ref-4)
5. Wymienić podmioty, które zadeklarowały realizację przedmiotowego zakresu. W przypadku, gdy żaden z podmiotów nie zadeklarował realizacji zakresu, którego dotyczy oświadczenie w pole należy wpisać: „nie dotyczy” [↑](#footnote-ref-5)
6. Wymienić podmioty, które zadeklarowały realizację przedmiotowego zakresu. W przypadku, gdy żaden z podmiotów nie zadeklarował realizacji zakresu, którego dotyczy oświadczenie w pole należy wpisać: „nie dotyczy” [↑](#footnote-ref-6)
7. Wymienić podmioty, które zadeklarowały realizację przedmiotowego zakresu. W przypadku, gdy żaden z podmiotów nie zadeklarował realizacji zakresu, którego dotyczy oświadczenie w pole należy wpisać: „nie dotyczy” [↑](#footnote-ref-7)
8. Wymienić podmioty, które zadeklarowały realizację przedmiotowego zakresu. W przypadku, gdy żaden z podmiotów nie zadeklarował realizacji zakresu, którego dotyczy oświadczenie w pole należy wpisać: „nie dotyczy” [↑](#footnote-ref-8)
9. Systemy oparte na rozwiązaniach co najmniej klasy Endpoint Detection and Response w architekturze klient - serwer na wszystkich stacjach roboczych oraz serwerach świadczeniodawcy wraz z wdrożeniem w infrastrukturze teleinformatycznej świadczeniodawcy przez osobę posiadającą kompetencje z zakresu realizacji systemów antywirusowych. [↑](#footnote-ref-9)
10. Wymienić podmioty, które zadeklarowały realizację przedmiotowego zakresu. W przypadku, gdy żaden z podmiotów nie zadeklarował realizacji zakresu, którego dotyczy oświadczenie w pole należy wpisać: „nie dotyczy” [↑](#footnote-ref-10)